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1. Introduction 

• 1.1. As Walking Cat Token (WKCT), we take the privacy of our users very seriously. 

This privacy policy aims to protect the privacy of everyone who uses our platform and 

to explain how their personal data is collected, used, stored and protected. 

• 1.2. WKCT collects and processes user data in accordance with its privacy principles. 

This policy complies with applicable data protection laws and international standards. 

2. Information Collected 

• 2.1. Personal Information: 

• 2.1.1. Personal information such as name, surname, e-mail address, telephone 

number, date of birth. 

• 2.1.2. Information used for identity verification (such as identification number, 

passport information). 

• 2.1.3. User information provided during the registration process. 

• 2.2. Financial Information: 

• 2.2.1. Financial data such as wallet addresses, bank account details, and 

payment methods. 

• 2.2.2. Details of token trading transactions. 

• 2.3. Technical Information: 

• 2.3.1. Technical information such as IP address, browser type, operating 

system, device type. 

• 2.3.2. User interactions on the website (such as pages visited, clickstream 

data). 

• 2.4. Cookies and Tracking Technologies: 

• 2.4.1. Cookies and similar tracking technologies are used to understand how 

users use the website and to personalize the experience. 

• 2.4.2. Cookies are used for the purpose of remembering login information, 

preferences and improving site performance. 

3. Information Collection Methods 

• 3.1. Information Received Directly from the User: Information provided by Users 

when registering on the platform, using services, or communicating with customer 

support. 

• 3.2. Automatically Collected Information: Technical and usage information 

collected automatically through the website and applications. 

• 3.3. Information from Third Parties: Information from partners, service providers, 

or social media platforms. 

 



4. Use of Information 

• 4.1. Service Provision and Operation: 

• 4.1.1. To provide users with access to the platform and to ensure that they 

benefit from the services. 

• 4.1.2. Managing user accounts and providing support. 

• 4.2. Personalization: 

• 4.2.1. To provide content that matches users' preferences and personalize the 

experience. 

• 4.2.2. Make recommendations based on users' previous interactions. 

• 4.3. Security and Fraud Prevention: 

• 4.3.1. To ensure the account security of users and to detect fraudulent 

activities. 

• 4.3.2. Implement security measures to prevent abuse and security threats. 

• 4.4. Communication and Marketing: 

• 4.4.1. To send service updates, promotions and other marketing 

communications to Users. 

• 4.4.2. To provide information about relevant products and services in 

accordance with the permission of users. 

• 4.5. Legal Obligations: 

• 4.5.1. Provide information in accordance with legal requirements and 

regulatory requests. 

• 4.5.2. Using user information in legal processes. 

5. Information Sharing 

• 5.1. Service Providers and Partners: 

• 5.1.1. Processing user information and sharing it with trusted third-party 

service providers for the provision of services. 

• 5.1.2. Sharing information within the scope of joint programs and 

collaborations. 

• 5.2. Legal Requirements and Regulatory Requests: 

• 5.2.1. Providing information to the competent authorities in accordance with 

legal requests or within the scope of applicable law. 

• 5.2.2. User information may be shared during judicial investigations or legal 

processes. 

• 5.3. Transaction Security: 

• 5.3.1. In order to prevent fraud and provide security, user information may be 

shared with security companies or credit card providers. 

• 5.3.2. Information may be shared with third-party security companies to 

ensure the security of user accounts. 

 

 



• 5.4. Corporate Transactions: 

• 5.4.1. Sharing user information during corporate transactions, such as mergers, 

acquisitions, or asset sales. 

• 5.4.2. Transfer of information in the event of transfer of business assets, 

provided that users are informed. 

6. Data Retention and Security 

• 6.1. Data Retention Period: 

• 6.1.1. Storage of user information for as long as required by the purpose of 

processing. 

• 6.1.2. Storage of data for as long as required by legal obligations or the 

activity of user accounts. 

• 6.2. Security Precautions: 

• 6.2.1. Use of security technologies such as advanced encryption, firewalls and 

access controls to protect user data. 

• 6.2.2. Implement regular security audits and monitoring systems to protect 

users against data breaches. 

• 6.3. Data Breaches: 

• 6.3.1. In case of possible data breaches, informing users and notifying the 

authorities in accordance with legal requirements. 

• 6.3.2. Establishing contingency plans and response procedures to prevent data 

breaches. 

7. User Rights 

• 7.1. Right of Access: 

• 7.1.1. Users may request access to their personal data. 

• 7.1.2. Access requests will be fulfilled within a certain period of time and 

within legal limits. 

• 7.2. Right to Rectification and Erasure: 

• 7.2.1. Users have the right to correct incorrect or incomplete information. 

• 7.2.2. Users have the right to request the deletion of their personal data, which 

will be considered in accordance with the law. 

• 7.3. Right to Object and Restriction: 

• 7.3.1. Users may object to certain processing activities of their data. 

• 7.3.2. Users have the right to restrict the processing of their data. 

• 7.4. Right to Data Portability: 

• 7.4.1. Users have the right to request their data in a structured and machine-

readable format, either to themselves or to a third party designated by them. 

• 7.4.2. This right applies only to data that is processed automatically and 

provided with the express consent of the user. 

• 7.5. Right to Withdraw Consent: 



• 7.5.1. Users have the right to withdraw their consent to the processing of their 

personal data at any time. 

• 7.5.2. The withdrawal of consent does not affect the lawfulness of the 

processing before its withdrawal. 

8. International Data Transfers 

• 8.1. Data Transfer Principles: 

• 8.1.1. In the event of a transfer of user data to countries outside the European 

Union, security measures in accordance with data protection laws will be 

taken. 

• 8.1.2. In the case of international data transfers, the necessary measures will be 

taken in accordance with the applicable data protection regulations. 

• 8.2. Consent: 

• 8.2.1. By using the WKCT platform, users agree to the international transfer of 

their data. 

• 8.2.2. It is ensured that users are informed about the transfer of their data and 

their consent is obtained. 

9. Cookies and Tracking Technologies 

• 9.1. Use of Cookies: 

• 9.1.1. Cookies are used to improve the user experience, analyze site traffic and 

customize our services. 

• 9.1.2. Cookies are used to remember the user's preferences on the site and to 

personalize services. 

• 9.2. Management of Cookies: 

• 9.2.1. Users can control or disable cookies in their browser settings. However, 

in this case, some features of the platform may not work properly. 

• 9.2.2. By updating your cookie preferences, you can determine which cookies 

are accepted or not. 

• 9.3. Tracking Technologies: 

• 9.3.1. Web beacons, pixels, and similar technologies may be used to track and 

analyze user interactions. 

• 9.3.2. These technologies are used to understand user behavior and optimize 

advertising. 

10. Children's Privacy 

• 10.1. Protection of Children's Data: 

• 10.1.1. WKCT does not knowingly collect personal data of children under the 

age of 18. If it is discovered that such data has been collected, this data will be 

deleted immediately. 



• 10.1.2. Parents should monitor whether their children use the WKCT platform 

and protect their children's personal data. 

• 10.2. Parental Consent: 

• 10.2.1. Without parental consent, children's personal data is not processed or 

collected. 

• 10.2.2. With the consent of the parents, the data of children is processed only 

to the extent necessary. 

11. Changes to the Privacy Policy 

• 11.1. Updates: 

• 11.1.1. WKCT may review and update its privacy policy on a regular basis. 

Such changes become effective when they are posted on our website. 

• 11.1.2. Significant changes to the Policy will be announced to users via email 

or website. 

• 11.2. User Information: 

• 11.2.1. Users are obliged to regularly check for changes in the privacy policy. 

• 11.2.2. Use of the services as updated with the Policy means acceptance of the 

new terms. 

12. Contact Information 

• 12.1. Privacy Questions: 

• 12.1.1. You may send us any questions, suggestions or concerns you may have 

regarding the privacy policy. 

• 12.1.2. For any questions or requests regarding privacy, you can contact us 

through our communication channels. 

• 12.2. Contact Details: 

• 12.2.1. For questions regarding privacy, send an e-mail to 

support@walkingcattoken.com. 

• 12.2.2. Contact information is available on our website and changes will be 

notified to our users. 

This privacy policy has been created with the aim of protecting the personal data of users of 

the Walking Cat Token (WKCT) platform and providing a secure environment. By using the 

Platform, you agree to this policy. 
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